Leeds Survivor Led Crisis Service Policy
 Record Keeping about Visitors and Callers
Introduction

It is often the experience of people who use mental health services that they are required to disclose a lot of personal and sensitive information about themselves, their current life and their history. This can lead to the feeling of being exposed and intruded upon and a belief that details of their life are scattered across services. Information may also be shared between services, with or without the person’s involvement. This can lead to individuals developing pre conceived ideas about someone, before they have met them, based on the written information about them. We have found that we do not need to write reams of information about someone, to work with them effectively. In fact, this can be a barrier to the work and impede the development of the therapeutic relationship. For all the above reasons, we keep as little information as possible about visitors and callers. This is an aspect of the service that is very much appreciated by people who use our service.
As a survivor led, person centred service crisis service, we work in the present, with what the visitor or caller brings on that day. The service is non directive, enabling the visitor or caller to determine what they talk about and how much they disclose. In the past, we have made detailed notes about what visitors have told us, but have found this to be unhelpful, for both the visitor and staff team. Working with crisis involves working in the present, with the crisis as it is now. It is not necessary to look in a person’s file to see what they discussed on their last visit. Their life and feelings may have changed dramatically since this time.  The guidelines below outline the (minimal) notes which we do feel we need to record.
For the purpose of these guidelines ‘record keeping’ refers to any information we write or store about any individuals who use Dial House/DH@T or Connect or attend group work. It includes paper records and information which is stored electronically. The policy covers the different places where notes are recorded.
It is not the intention within this document to set out the various means by which our records on an individual are vulnerable to disclosure [i.e. notes being subpoenaed in a court hearing]. The following policy intended to cover most instances where details about a visitor or caller may be recorded. However, if at any time you are unclear about how or where to record information please check with a Manager or senior team member.
The Data Protection Officer for LSLCS is the Chief Executive, Fiona Venner.

Aims of the Policy

This policy takes account of the following legislation:

· General Data Protection Regulations (2018)- see, also, LSLCS Data Protection Policy

· (Human Rights Act, 1998

· Freedom of Information Act, 2000

The aim of this policy is to establish a framework through which LSLCS is able to meet its obligations for the safekeeping and eventual disposal of Confidential Visitors and Callers Records.

This policy aims to ensure that records are managed effectively throughout the organisation in accordance with professional principles and specified legislation and guidelines.  It applies to all visitors and callers records. 
Lawful basis for processing data

Under the General Data Protection Regulations (May 2018); it is a requirement that organisations which process personal data define their legal basis for doing so, of the 6 identified legal bases under the legislation. LSLCS is processing visitor/caller data on the basis of Consent (legal basis A). When visitors first visit Dial House/Connect/Group work, they will sign a statement giving LSLCS permission to process their personal data. When callers first call Connect, this will be asked verbally and recorded on the LSLCS database.

There may also be occasions when LSLCS is using legal basis D “vital interests” which refers to the preservation of life and would apply to the “confidentiality breach” section of this policy below.

Volunteer and Connect Shift Coordinator Handover Notes
· Minimal notes should be made in these electronic files of information which needs to be passed from one shift to the next.

· Anonymity and first names only must be used at all times.

· If confidentiality is breached, a reference to this will be made in the Connect Coordinator Handover Notes (i.e. confidentiality breached for caller 1).

· If a safeguarding concern is recorded; a reference to this will be made in the Connect Coordinator Handover Notes (i.e. safeguarding issue recorded for caller 1).

· The handover notes list calls not returned, using first name and anonymity number only, which  can be for day team to look at if a caller contacts during the week

· The coordinator and volunteer handover notes must not be used to record or communicate unnecessary detail, speculative information or process notes.

· Notes from the Connect and volunteer online files will be destroyed after three years.

· On the P Drive, there is a Connect list of ‘special arrangements’ pertaining to particular callers (i.e. text caller 1 before calling) and a list of callers currently excluded. This will be updated by the Connect Manager on a regular basis. Callers who have not called for more than three years will be removed from the list.

Connect Online

· A record of Connect online supports is automatically stored by the online system. A ‘canned’ message will inform online callers of this when they log into the service.

· Records of supports will be destroyed after 3 years.

Crisis Support Handover file
· Anonymity numbers and first names only must be used at all times.
· When a new caller rings, their full name will not be recorded in the book.  As above, their first name and an anonymity number will be used.
· Details recorded should simply state anonymity number, time of call/visit; if it is a visit the time they arrived and left; if they had support or social time and which member of staff supported them.
· If it is necessary to break confidentiality, this will be recorded separately (see below – breaking confidentiality file)
· The CSW file will not be used to record or communicate unnecessary detail, speculative information or process notes.

· There may be times when it is necessary to pass on more detailed information or process notes. For example, to inform managers, or others not present, of something which happened on shift. These notes are recorded on the ‘information to hand over sheet’ which is filled in at the end of each Dial House/DH@T shift. 
· The team meeting at the beginning of each shift will discuss information handed over from the previous shift or the day team. Brief notes of any discussion will be recorded, using first names and anonymity numbers.

· In the file, is a list of ‘special arrangements’ pertaining to particular visitors (i.e. visitor 1 and visitor 2 do not wish to visit at the same time) and a list of visitors currently excluded. This will be updated by the Dial House/DH@T Manager on a regular basis. Visitors who have not visited for more than three years will be removed from the list.

· Notes from CSW files will be destroyed after three years.
Breaking Confidentiality File

In order to protect the organisation, when confidentiality is broken, details will be recorded. We will also record situations where we considered breaking confidentiality and decided not to. The information will be recorded in the Breaking Confidentiality file, which is online and a paper file, which will identify visitors by anonymity number only. Workers breaking confidentiality will record the following:

· The date

· Visitor anonymity number (if known – may not be known if it is a Connect caller).

· Reasons for concern

· If the decision was made to breach confidentiality.

· If the visitor or caller gave consent for confidentiality to be broken.

· Name of worker breaking confidentiality

· Name of organisation contacted.

· Name of worker spoken to

· Details of the information passed on.

· Outcome (as far as we are aware) of breaking confidentiality (i.e. Crisis Assessment Service contacted. They will telephone the person).
Information in the breaking confidentiality file (electronic and paper file) will be retained for three years and then destroyed.

Safeguarding File

In order to protect the organisation, when confidentiality is broken in relation to safeguarding, details will be recorded. The safeguarding file also enables the organisation to record information of concern about visitors or callers. This enables us to identify if there is a concerning pattern regarding a visitor or caller and to keep track of situations where vulnerable adults or children may be at risk. The following information is regarded in the safeguarding file:
· The date

· Visitor anonymity number (if known – may not be known if it is a Connect caller).

· Reasons for concern

· Worker view of visitor/caller’s capacity to make decisions.

· If the decision was made to breach confidentiality.

· If the visitor or caller gave consent for confidentiality to be broken.

· Name of worker breaking confidentiality

· Name of organisation contacted.

· Name of worker spoken to

· Details of the information passed on.

· Outcome (as far as we are aware) of breaking confidentiality.

Information in the safeguarding file (electronic and paper file) will be retained for five years and then destroyed.

Database.

When people first visit or call the service, they are asked to provide identifying details and are given the choice not to. If they choose, visitors/callers can give us just a first name which is a false name. Some visitors/callers choose to give us more identifying details. Visitors/callers will be made aware of the implications of recording identifying information (e.g. address/telephone number/GP), particularly with regard to our Confidentiality Policy. They will also be informed that this information will be kept on our database.

Records of each visit/call on the database will state:

· Date of visit

· Duration of visit

· If the person had one to one support or just social time (does not 

apply to Connect)
· The name of the person who supported them
· If it is necessary to break confidentiality, the following will be recorded:

· The organisation who was informed.

· The name of the worker who broke confidentiality.

When we record visits/calls on the database, we also record presenting issues and other information, such as if the visitor brought children with them to DH/DH@T and if they talked about suicidal thoughts or feelings and self harm. 

However, when we get reports from the database, this information will not be linked to specific visitors/callers. Reports will tell us how many visitors/callers talked about self harm, but not who they were. 

As we do not formally discharge visitors/callers from our service, we will not destroy database records for individuals, as people often return to the service after periods of several years. 

We will remove visitor/caller records from the database at their request. However, in the case of a visitor or caller being subject to an on-going safeguarding concern or investigation; we would retain the information we needed to in order to safeguard adults or children at risk of abuse.

We will also refer all identifying details about a visitor if they become a volunteer or paid staff team member. The record will be amended to leave anonymity number only and delete name, address and phone number.

Visitors’ and Callers’ Files
· We do not keep separate files on individual visitors/callers.
· If there is specific information we receive, such as crisis plans, CPA care plans and correspondence from other agencies, these will be kept in one Visitor/Caller file, along with visitors’/callers’ review notes (see below) and any other information we have generated. 
· Every January, the Dial House/DH@T Manager will go through the file, shredding any information which is no longer relevant.
Visitors and Callers gaining access to their notes

· Visitors/callers are able to access notes we keep about them. If they wish to do so, they need to give two weeks’ notice to the Chief Executive. This is to give time for all notes to be collated, as they may be in different places – i.e. the Crisis Support file, team meeting notes, breaches of confidentiality file etc.

· Staff will also need to contact other organisations who have generated information about the visitor and which may be in the file – i.e. notes of professionals’ meetings generated by another service.. This is because information generated by other organisations is covered by third party confidentiality. We are required to gain permission from the organisation which generated the paperwork before it is shown to the visitor.

· With regard to information we generate, such as notes in the breaches file, safeguarding file, team meeting minutes etc. visitors/callers are entitled to see this, as long as it does not compromise another visitor or caller’s confidentiality.

Reviews with regular visitors and callers
· Regular visitors and callers will have reviews of their use of the service, with a senior member of staff. These reviews follow a format, which involves very little detail about the person’s life. The review asks questions, such as ‘How does coming to Dial House/DH@T help you?” which enables the visitor to identify how the service is supporting them and gives us feedback about the service. These notes will be taken during the meeting and seen by the visitor/caller. These guidelines will be adhered to, so that unnecessary detail about the person is not recorded. A copy of the review notes will be kept in the file of notes about specific visitors/callers (see above). During the review, visitors/callers will be informed of the information which the organization currently holds (such as CPA notes) and asked if they would like this to be retained or destroyed.
· When the Dial House/DH@T Manager is doing the January check of the file of information about specific visitors; s/he will dispose of notes of reviews if the information has not been referred to and it no longer seems necessary to keep the notes.
· Notes from reviews will also be used to evaluate the service. Feedback from visitors and callers will be shared with the Board of Trustees and commissioners. Visitors/callers will be informed of this. 

Additional meetings with visitors

· Sometimes, it will be necessary, to hold additional meetings with visitors, particularly of there have been difficulties about their use of the service (i.e. if a visitor has been repeatedly attempting to end their life within the service). A record will be kept of the meeting which briefly outlines the agreement that is made as to how we will work with the visitor. The agreement will be as brief as possible, recording factual information and avoiding opinion or speculation. The notes will be shown to the visitor, to ensure that they feel that the notes are an accurate record of the agreement made. The notes will be kept in the file which holds information about specific visitors (see above).
· Supplementary materials, such as correspondence, should be destroyed when retaining it ceases to serve any useful purpose.
Team Meeting Minutes

Visitor and caller issues will be discussed in each team meeting.

First name and anonymity numbers will be used at all times.

Notes will be brief and factual and avoid speculation, unnecessary information or process notes.

Team meeting minutes will be destroyed after three years.

Referral to other services

Where we are referring visitors/callers to other services, we will have to collect additional information from them. For example, the Crisis Assessment Service requires certain information, such as history of offending and drug or alcohol issues. In this instance, the information will be collected by the worker making the referral and then shredded afterwards.

If we are filling in a referral form to another agency, we may also need to collect information that they request. Sometimes this may be sensitive information, such as risk history. When we have made a referral to another service, a copy of the referral form will be kept in the file of information about specific visitors for a short period of time. As with other information, this will be shredded when it is no longer helpful. This decision will be made by the Dial House/DH@T Manager when s/he is undertaking the January checks of visitor/caller files.
When they undertake the January check; the Dial House/DH@T Manager will bring it to the attention to the team if unnecessary information is being collected about individual visitors or callers.

Recording of Critical Incidents

The Serious Incidents Policy and Procedure outlines the way in which we will record any serious/major incidents that occur, such as suicide attempts or violent incidents which happen within the house. The purpose of this recording is not to collect a lot of information about the visitor involved, but to identify how the organisation responded to the incident; action taken, what worked well, what could have been done differently, learning from the incident and any additional training or support required. Critical incidents will be recorded, but not with identifying details of the visitor and with an emphasis on organisational response and learning. The policy outlines what details should be recorded, how and where. Paperwork relating to Critical Incidents will be destroyed after three years.
Information stored electronically

Information will be generated on computers regarding individual visitors. This will include letters written to visitors and notes of meetings about visitors. Such documents should not be stored electronically, but a paper copy printed and placed in the file of information pertaining to specific visitors (see above).

Storage of Visitor/Caller Information

All the above books and files referred to [Connect file, Crisis Support File etc.] are stored in the admin office at Dial House and the small office at DH@T. Visitors and callers do not have access to the DH admin office, expect during the hours of the peer led group work. During the groups, visitors may briefly go to the office, with staff present, i.e. to collect money for meals. When staff leave at the end of the night, all the books are locked in the main filing cabinet.
Publication of this Document

This policy will be published on the LSLCS website in line with the GDPR regulations (May 2018).
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